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1
Decision/action requested

It is requested to approve a new solution for TR 33.896
2
References

3
Rationale

This solution addresses the first requirement of KI#2 by encrypting the UE location together with the SUPI and letting the home core network decrypt this information and take the user consent decision. In the case of a positive decision, the location and user consent preferences are shared with AMF, RAN and UE triggering a potential AMF relocation as well as the UE reporting its location once AS security is established.

The reason for this design is to make sure that the UC decision can be taken as soon as feasible and that this decision is in charge of the home network before the location is shared with the serving network.
4
Detailed proposal

****Start of Change 1****

6.X

New Solution: NTN specific user consent

6.X.1 
Introduction

This solution addresses the first requirement of KI#2 by encrypting the UE location together with the SUPI and letting the home core network decrypt this information and take the user consent decision. In the case of a positive decision, the location and user consent preferences are shared with AMF, RAN and UE triggering a potential AMF relocation as well as the UE reporting its location once AS security is established.

6.X.2 
Solution details
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Figure 6.x.2-1

This solution consists of the following steps shown in Figure 6.x.2-1:

1. The UE sends a NAS identity response containing the encryption of SUPI and (coarse) location. 

2. The AMF sends Nausf_UEAuthenticate_authenticate Request to the AUSF to retrieve (i.e., decrypt) SUPI and location.

3. The AUSF relies on the UDM/UDR to (i) retrieve (i.e., decrypt) the SUPI and UE location, (ii) access the NTN user consent preferences, and (iii) evaluate whether the user has given his consent to disclose the location to the RAN / serving network based on user consent policies, RAN/serving network, and location.

4. If consent is granted, the UDM/UDR sends to the AUSF the SUPI, location, and user consent preferences to the AUSF.

5. The AUSF starts primary authentication and simultaneously provides said location and user consent preferences to the AMF. The AMF may trigger an AMF relocation procedure if required. 

6. The AMF sends a message to RAN providing the user consent preferences and location.

7. The RAN may request the UE to periodically provide its location once it has been configured with K_gNB and the RAN can securely send an RRCReconfiguration message.

6.X.3
Evaluation

TBD.

****End of Change1****
